
Signature, sealing and approval processes without the need to change media

The signature server brings together all the eIDAS-certified trust services from D-Trust 
GmbH in one central location. These services include digital signatures (using signature 
cards or the remote signature service sign-me), electronic seals (with a seal card, 
remote seal seal-me or Qualified Seal ID) as well as time stamps. In the signature server 
environment, digital documents can be electronically signed or sealed according to your 
needs and archived over the long term. 

Advantages at a glance
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All trust services in 
one all-round solution
The D-Trust signature server

Seamless
One interface for 
all trust services 
from D-Trust

Efficient
Automate workflows 
and create internal 
processes

Fast
Handle business pro-
cesses in a fast and 
cost-efficient manner

Transparent
Maintain an overview 
of process steps at 
all times



Customised workflows allow you to link and 
standardise recurring business processes.

Data protection and trust

As a qualified German trust service provider, we guarantee 
data protection and data security at the highest level. The 
solution can be operated in the data centre of your choice. 
The solution can be operated in your customer’s IT, in the 
data centre of your IT service provider or in a managed 
cloud environment of a German provider. We ensure secure 
encryption at all levels. Different authentication methods 
ensure that even the strictest German compliance require
ments are met. What’s more, the signature solution can 
also be used exclusively in automated mode via various API 
processes, for instance, sealing all outgoing mail.

Benefit from a wide range of application possibilities:

•	 HR processes/HR department
•	 eContracts – electronic contract management for all 

external and internal business documents
•	 Internal release processes
•	 Invoice releases
•	 Finance and compliance departments
•	 Industrial documentation
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Efficiency thanks to workflows

The signature server enables you to customize templates for 
recurring workflows. In an ongoing workflow, you can view 
progress at any time. And external partners can also be inter-
grated into the signature process – with a qualified electronic 
signature (QES) even with identification.

The signature server archives files automatically after they 
have been signed. With multi-client capability, the signature 
server offers maximum security thanks to central user and 
rights management. And the automated deletion procedure 
meets your specific requirements for data economy in con-
formity with the GDPR.

Seamless integration into your specific 
processes
The signature server offers numerous programming interfaces 
as well as many other options for seamlessly integrating signa-
ture processes into your established processes. Because the 
server can be operated by the company itself, there are no 
unsecured interfaces with external cloud operators.

You can use your existing user administration (for instance, 
Active Directory or Azure AD) for login and authentication 
on the signature server, so that employees and customers do 
not need any additional login data.
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